
KDDI Cloud Inventory
Cloud-based endpoint security management service

ENSURING CUSTOMERS‘ SAFETY AND SECURITY IN ICT BUSINESS

Bypasses complex procedures and delivers results promptly

Usable with a wide variety of devices
A wide variety of devices, including PCs, smart devices, to virtual 
environments, printers, fax/copy machines and foreign devices can 
all be managed via the Internet, whether the devices are on your 
company’s premises or elsewhere. MDM features for Windows 
Tablets, such as remote locking and file deletion, are also offered. 

Greatly reduce workloads
Our service largely automates security and resource management in 
place of busy IT system managers. Collected data is used to 
automatically diagnose devices’ security levels, which are shown via 
gauges. Daily management consists only of checking the security 
levels shown on the GUI console.

Usable for large-scale, global systems
Due to being cloud-based, an Internet connection is all that is 
needed to use the service. The service can be flexibly scaled to your 
needs, from use within only a particular department, to gradual 
adoption across the whole of your company.
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CENTRALLY MANAGE YOUR OVERSEAS
IT RESOURCES ON OUR CLOUD



MANAGEMENT OVER ALL
OF YOUR COMPANY’S IT DEVICES

NOW OFFERING A 30-DAY FREE TRIAL
For clients who are interested in our excellent service, KDDI Cloud Inventory, we issue free 
30-day trial accounts by request, offering nearly the same capability as a purchased account!

PCs/smartphones
across the globe

PCs・smart devices・VMs・
printers/copy/fax machines

iOS/Android/
Windows tablets

Multi-device mgmt.Group mgmt. MDM / MAM

IT asset mgmt.
Supports both small
and large systems

Lists of managed HW/SW License mgmt. reports Standalone PC mgmt.

Application portal Printer mgmt. Alert e-mails

Lease/Rental mgmt. IT asset searching Survey collection

Filtering User privilege assignment

Automatic security diagnoses Antivirus software status reports Remote lock/Restoring to
factory settings

Application restrictions Network access restrictions SD/Bluetooth restrictions

ISM client restarting Detecting config deletion Emergency apps

Locational data collection Forced software updates Anti-rooting/jailbreaking

Security policies

Remote control Software/file & folder
distribution

Application distribution/
uninstallation

Registry settings

User operation logs External media restrictions UnAuthorized Device
Detection

HDD encryption Behavioral analysis Network device restrictions

Remote Mgmt.

Security Mgmt.

Options

IT Asset Mgmt.
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