
Just install, then easily manage from the cloud

SECURITY OPTION: 
“UNAUTHORIZED DEVICE DETECTION”

Detect and block unauthorized devices connecting 
to your networks by simply installing this sensor on each LAN.

Detects and blocks connections from 
devices not under the supervision of 
the security management tool KDDI 
Cloud Inventory, keeping vulnerable 
devices out of your networks.

FEATURES

• Private devices connecting to your 
corporate networks

• Wireless access points being set up 
without permission

• Unauthorized IoT device connections

SOLVES THESE PROBLEMS:



All this in one easy, integrated management environment 

■CONTACT US :

Manage your endpoint security 
with KDDI Cloud Inventory

Endpoint management
IT asset management
Unauthorized device detection

 Low cost because no management 
server needed!

 Easy installation! Just assign IP 
addresses to the sensors and place 
one per LAN.

 Simply manage the sensors from the 
cloud!

USAGE EXAMPLE

http://global.kddi.com/


